
Certificate of Continuing Education Completion

THIS CERTIFICATE IS AWARDED TO 

For successfully completing 29 modules, equivalent to 21.75 
hours study, provided by RangeForce

Modules Completed:
Blind SQL Injection: Find & Exploit (PHP), SQL Injection: Authentication Bypass, XSS Overview, Broken Access Control 

Overview, SQL Injection: Overview, Introduction to Injection Attacks, IDS/IPS Overview, Linux Networking Fundamentals 
Challenge, PCAP Forensics: TShark, Layer 3 Networking: Routing, Offensive Security Assessments, Kerberos Overview, 

Traffic Light Protocol Overview, Firewall Overview, Understanding the Cyber Kill Chain, Introduction to Password Cracking 
Countermeasures, Privilege Escalation: Introduction, Ransomware Overview, IAM Overview, Introduction to Email Based 
Threats, Lateral Movement Overview, YARA Overview, Red Team Functions and Tasks, Blue Team Functions and Tasks, 

Cybersecurity Teams, The Building Blocks of InfoSec, Overview of Data Breaches, Introduction to SIEM and SOAR, 
Introduction to the SOC
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